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i i =T SN w=e
PG T
¢ feedt, 22 1, 2018
FT.AT. 2235(37).— Hx T TLHIT TAAT ST ATAHTH, 2000 (2000 FT 21) FHT &= 70 F 7T q(5T =T
87 T IT-4ITT (2) BT (T@) FIT T&T AREAT HT TN FXd gU THH FIT HAfertad Haw aamar g, Taiq . —
1. "@féra a3l wiw - (1) 39 e &1 |@ferca qa gEaT ST (@3fea gt F o g qrar 39T @i
gteram) Fa9, 2018 21
(2) T TSI | I THTA T T T Tged g
2. gfeemerd — (1) =7 F=wt #, 57 7 o "9 & sregam srfera 9 871 -
() "ATARTR" F F=AT FrATRET ATAETE, 2000 (2000 FT 21) AT E;
(@) "I FEAT qeAT At # Afwa g, ag waud & atafgd #HEn | @wed & yE9g Hees /
FAATAT ATTHRRET / AT F ST FEALT @i AT AAT LT S Gafad qai 7 T9 T@d 2l, a1 e
=t F s, fBawm, e, [@Edred i #1aieagy g9fgd qTea e YA |l i 98l & fou
e e 2;
() "ferat=a gEaT sEEEr ® A g a8 ataf=aw i gy 70 #i 39-4mT (1) F Fewer § ey qgaget
AT FTEAAT &
() "HET=AT Hahe TEEA ASAET" AAAT H TZA, AAT ARE-I&, T1F THca? 3T Fgeaqur Jiarsq &
TATIAT T ATl FATAATIO ATZAL & HATET HeATaAl I HH FHLd AT S FLd Hil ITATLHE FATE 6 (70
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UF qHfead, ag-fauas s == araria e & oo areay gafaq gearst ¥ Fued oo us g+ #
FOET JATE FAT 8,

() "ATEAT "eAT" ¥ atvwra fRET amatas A7 d@fey afage wear & g S BT ST A1 IedsT F Hwr
FAAT § AT AT FHAT &, TAFCIAH GAAT, T, HATHAT AT FSATA a0l TMAAIAT, FEEAT, AT ITASHAT Tl FH FLh
TTEST AT TTSae &A1 § Tgeaqul HTA1 AT HaAT Tl THATT Tgardt g IT TgaT Taha | g o1 TIOTHEaET
FATEFT TgA, HAT Hl HATS AT AFG, FFElt Fegee 91 FT AATFT TN, ST AT AT § AT
qfEdd graT &; AT ST Arasiiae eareed 7 LT % (o0 Gaer 2l, drasii«® & &l FASE wedl g, T8
FATEAT U ARIIHE TATF STAT 2, AT Y =T GeaT el & w7 Fdt 8h;

(F) "IEAT AT THLT TISAT" T AT § A=y, THraedt i wrisontert 1 uF aqgd S 6 gEar qgrer
T TATAT FLdT 8, FATAd LAl g, ATod HLdl g, T F:ear g, THAT FaTl g, T@eETd Hidrl g A
TATATE AT FIAT g AT TATH Ua I9h qear =i & e, vawara, Graraae o ater & gt &
FH FAT &,

(B) "FHAT AT TR FiHta” F7 Afrrr g uw vt afuta Sew @ F 3g yagT afgwrt artee g, S
Tferd TuITet! it |TEaT gRAT it Rufq 1 T gU #iY g9ga w6 o [SeEaEe g i gataargen
HTZAT TEATA I FH FIA AT Irg [ASTAT FLA & (70 ITATLCHE FHTAT hl TISAAT STl 8T, ITHRT FAhT
AT BT AT IAehT Ferear off FdT g,

(ST) "G=AT ATATRERT AT HAT TG FHAL" | AT & q HAT TITAT3r 3T "Hfera oo 7 Haterd gaar &l
TIrera Fe o forg "Hefara Yot & gatad rteeRTtat & = f&3fees = 7 qreaar v 9497 w67 w7
(=) "TgtT At gt T 63 At " At g ag At i gmr 70F it 3T-arT (1) F a8
AT TSR &
() "HTEA" " AT -
(i) ATET THTT F HATAT AT (AT, ToT THTL M hg ATHET TR,
(ii) % TLHTL, TST TLHTL AT g ATHRT TR AT I TEqT;
(iii) T 37 TS FSrae a1 HIferd T g,
() "wfera et & srfesra g o ag #re oft §e #7 #E | Fege, FEET T a7 HgeY 891, ST 6
arferfaae i g 70 % TefitT A~ TR g0 99T § AT = AT T En,
(3) "EAT JETAT" T AT § WTTerFd AT (AT FT), TR TS, Tfectsh T HT Zarear (Tuey), Tzae
ATHHL, ITZAe FUAT, ARETE FH AT w5 o7 A a7 srfeyseor 3 wefera gormeft & ety siv fAiax
FAFR # o7 FATT I F =l 3,
(2) = |+t W ae7 ST atvreatRat S =9 fMewt § afvarfua 927 8 g sfafaas & afverfoa € saer et
FET R ST AT T | IAHT HHM: THATAT g

3. "a<fEra worret” F forg g gt o ek aida:

(1) () "HITErT JOTeAl" T ATt 0, S % q&d FAUrer® AFET [ T4 H2erh [/ #f=a F reqerdr § us
AT gLt IRATaT A F7 T Ham
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() AT AT A=At Fiufa &t ST {eErgae gef:
(i) F=AT ST @ AT T,

i) T AT AT AT (FrarEuasn);

iii) FA<iTar FTEhTT AT THFE;

iv) TrET fAaf=a goaT srEs=eT 6 dy (UAHtars e d i) #r afafafer,;
V) EIESA G ATHIATESE 37 f39rst (U a7 U § S1TereF);

(2) =T greaT af=mTes aufa (Arsuauad!) Fe iR s saarEat & arg of¥ A gem: -
() "Eferd sorrelt” T Tt gEAT qraT A faAt gEar grar a=me atuta gy sqHrted gt

(@) "EferT TuITel" T TATEAT HA AT Hore A # wageaqur afiadar wf gEar LT aftErad atafd
FTRT AT AT ST

(1) "HfErE T 3 SN § TeAE Hgeaqul Iade w1 gt et gfererd atafa g swtad R
ST

() FEAT AT AETAT AT F AT e YuTe” | gaid d2a7 qedT(HedTu) F THIag 9917 & o
U = TTiUa AT SToem

() "=fera JorTet” & FHT GEAT qLAT A@TIATH ST ATATAAL F THOTTH FAAT AT TATAT FIH{d 6 972
TTEAT Y % 10 U 91 =41i9a R srosm)

(&) TAF I AT ok AT "HLIAT TOTef" & qeaT o forw fafemmeasheo |

(3) "HTIETT TOITEAT" TG ATAT FIIST AT T FeT:

(F) TF ATTFR FT qET GAAT AT ATFRT (Hreude) F €7 H qriiase Ham Sweht s i
IR e UAE TS dIEt 3T ST q=i=aw "EaA T g saa=nr F w@veor % oo fRenfAder s wr
H Tl &1 & T AT LT ATl (Hemsusie) it JiHHr0 e e " F Aqa gii;

(@) T A FAAT AFETAAT HIA hx T AT Fhw U “fFEfud gEar saE = & @vgw § o
FRenfe@ernt” am S=rT T whFa ATt ST 6 I TP HEd U gEAT AaETHAT S 6% g fafdET g
=9 ¥ 3 70 g, % ETe "Hierd Turet” i gEAT gt YSET TUTAT (ArEUHUHTE) FH ATSAT a1, SHEH
AT T, FEITeAT BT, AT H, IAGT AT FAT, FHIEAT FHAT, IHHT T@ETT FHAT A 399
qIT LT HCM,

(1) gt s f Heterd soret” f S5 areqEar Toed g | SEE ATaT, §sA i e w4 wierd
guret” g FEted gEaT sEEEd T 20 Hg & qdi|an “fatta gEer sEEeEEr & 8w 6 o
Fremfaert” & srqame fRuw, T oY ATO T 1 69T areqawdT | Fie o aEdad setad T ST At
() "HfAT TS T TgA T@A AT TTFA HIHAT % @ hl AT SATUAT, I FRaa FaT, ITHT
TEIETE HA, A7 UF 99 § FH T FF UH 972 AT 99 AT A99TF &1, T @< (@) § GATS T8 AT a1 Tae+
TUTTAT 3 STHTT IeTehl HHTEAT FHLT;

() "Efera Jurer” | Hfaq greadT oY Ai%eaqT A TEQEHAT & FEATASA] hl ATSAT aAT0T, 00 [ahiad
FIMT, IAHT TELETE T AT ITehT THIEAT F;

(@) gEfaT wam & wxfea gomet” fit arEay geaAr awgadr & o s=any @awT / See (@ /& aw)
fraoor ad # F7 § w9 uF a AT ST 9 S Erar, Turelt § qgedqut aiadd AT S9AE g a¥ | gEer
AT A=A AT FT TATq Fd gU AT / & / A Fagoor i fohva s,

(
(
(
(
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(®) T fAaf=d gaaT ras=ar 63 % & 97 e g9y § qra7 rrd Ja@e " Aeer (SEreadr) S
IATSTAT FATUIT, SHET TATIUT 30T, IH FTATead AT, IH AATITT FHT, ITT AT 0T, THIAT FHT A<
IEH TTAT AT 2T,

(ST) @UE (@) § HATE TE FAT AT TALT TUTeAT (FTETHUHTH) F ATATL AT AT AL AT GAAT LA
SET-TETET0 T AT=0T FT| T ST G e 62 F (Uaearsarsdiet) g "Mt / awry
TS FIT Hremsams / @ferd YorTterdt & o@r-aireqor” & forw ST w79 S=rad Iheear (THaArdt) #7 gzar o
KIGERERISILIE

(1) TAAT ATATRERT AT HAT T TR (THUAUH) % forw Jerfeq afear it FsEr a=resn, a6 FstEa
FIIT, IAHT TELGTT T AT IERT FHIAT O HAT TSTATA F AT THUAUUH FHiT TR Td Fd 7T 59
Jorferd STTRATAT T AT & 9T (+hAT S(TUII;

(3T) I ¥ IWT U @I2aY @al & fawg qrar & forw s, afear o qamres FE=n #F ang F21 %
o ST ST FAEATHT HT ITANT F0h UF AT3a¥ LT AT g qT3a¥ LT Harad e19d H7| 3695
arfafih, ATgay qrear g=rad & Fafad s o @i #7 Fauer w3 "HiEa T 97 sAtegd aga i
TEATT e AT "HIET T 9Y AATHTA S gATaAT0 hAtehardal #f 9g=1 e & forg 3w frar
STURTT| SAATErshd T8, SIETHTT 3T gATa=TIor fatater  srfrere, afs s g1, 91 372 Jorfera frar sosm;

(2) AT STel Iqetsydr i Yaudw giAtad w2 & foru "weferg qormet” & dSre(ar) 1 [E=r f3, J&agq
FLA AT AT T F o ST 3T qaheiiehl 7 ITANT FLh UF AT GATAT hg (TAAHT) FHT #1947
FAT;

(3) a8 "HLIRAT YO T TAT FIA AT FATA ITHLO, T ITHLOM, AT TR, HAL, TOTTerat i<
Faret % oftvr % Fafaa Swera o B afmar & are, B, e s aHdfer 9 s gve (@) § g9
TE T[T FLEAT T SOMEAT (ATETATHTH) 5 ATATE T T HATAT ST

4. T AR @A saEEaT g F F yia w<d@a soreti(ai)" f g sk e

(1) H&T AT qear Afgwhrr (femsuasn) g Fafed g@ar qaeEmar @edw &7 (Tl ars ) & ar
T doh aaTe TR ST "9 F a9 3ueey AT Ifa aiihl F ITANT FIA gU I APT Hgd o gadr
FAHTAAT HLEAT g G GATT TT FIEAT o ITTAT I FIAT AT HL o (o107 HIEHETE AT
(2) g =T qeear ey (Hrersuaa) Fatfag #r g won, S ot @98 w7 9fmds g, a1 age
HEAU AT FAAETAAT ST HF (UAHATSASATET) FRT AU g, T a8 I AT Aged o gAdT
FAETAAT HLEAW g FIT GATT U G/ TAIEAT T FHITAE FI:-

() Frat=a g=aT sEaEaT (Hrersars) &1 aer G afera vt F 9 § =ifva T @ g, e s

HEcd Tl GAAT TAHTAAT U2 3T it fAzare onfae 2

(@) "Efera JurTelt” S AT GRAT HATAT AH T (A THUHHAT) F 71

(1) "H AT JorTeRt™ Y FEET AT T TOTAT (AETHUHTH)

(%) "EferT yorTeAt” it AT ATEHATI

() "wfera IOt o g AT TTTerhd FH1|

() "EterT gl 7 Hafed greaay oY atteaaw i aEggET |

(B) "HfErT TOITEAT" T ATZET GLAT ATECHAT & o0 AT/ AT / SEH (3T / &/ 3 &g F =412

(ST) "Efera TOTTetT " % FAAT STATREGT T LT HaT Fq¢ FL (TH U UUH)
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(3) (&) wrgt faaf=ra g=aT JaE=HT §2A0 F5 (TAASHASAHT) F T "HIIErd T o A T GTAT FIA 6

o W =T qear AfgT (Hersuae), TAHtarse s rE T & A § UF GiHAT #riod FE qrth AErtadt
T TAT AT ST Feh 3T ATEA (A THA 6 AT T FAL 0l GIRAT STAHILT ST 20l ST Tehl

(T) T TAAT GLAT ATTHTLT (HTATSUHAT) "wfera qorredt” & wefaa fem Fden, garel e S=rarsi, aar-
iter feoafor et & 21 & goraAT % o T ageaqul aAT SaEadT S 65 & G "HI e o
T T-UHA (SATEFT T, AATHTA ST FATAATYO hATehedTd & HTaa) F Tofaa i AT Feed &l Uh
TRAT T T e

(4) (F) T TAAT AT SATHRET (HTAEUH) T Agea ol FAAT ATEAAT G0 by (TAHASAITHT) F

T | GIIET T U% "fed ATZaY FqeAT() F I AP Agcdqul AT TAHTAAT S Hg Hl 7T X
=T % forw ws v wrfug F0m

(@) = AfARh, "HIferT IO 9% A15aY qeAT(t) F AT # qeAT A AdiHdT 9% AP Tgeaqul gaqr
FFGTAAT HLEAV g hl A FTH ATAH TATAT TOHAT (THATAT) T 2T | ITeA 62T SATUIAT |

1.

ey

[®. 1(4)/2016-HTUaTUFS ]
TH. AATAFEE, HIHT T

MINISTRY OF ELECTRONICS AND INFORMATION TECHNOLOGY
NOTIFICATION
New Delhi, the 22™ May, 2018

S. O. 2235(E).—In exercise of powers conferred by clause (zb) of sub-section (2) of section 87 read
with section 70 of the Information Technology Act, 2000 (21 of 2000), the Central Government hereby makes
the following Rules for the Information Security Practices and Procedures for Protected System, namely:-

Short Title and Commencement.

(1) These rules may be called the Information Technology (Information Security Practices and
Procedures for Protected System) Rules, 2018.

(2)  They shall come into force on the date of their publication in the Official Gazette.

Definitions.

In these rules, unless the context otherwise requires -

(a)
(b)

(©

(d)

"Act" means the Information Technology Act, 2000 (21 of 2000);

“Chief Information Security Officer” means the designated employee of Senior management,
directly reporting to Managing Director /Chief Executive Officer/Secretary of the organisation,
having knowledge of information security and related issues, responsible for cyber security
efforts and initiatives including planning, developing, maintaining, reviewing and
implementation of Information Security Policies;

"Critical Information Infrastructure" means Critical Information Infrastructure as referred to in
explanation of sub-section (1) of section 70 of the Act;

“Cyber Crisis Management Plan” outlines a framework for dealing with cyber related incidents
for a coordinated, multi-disciplinary and broad-based approach for rapid identification,
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(e)

)

(2)

()

®

@

9]

@

information exchange, swift response and remedial actions to mitigate and recover from
malicious cyber related incidents impacting critical processes;

"Cyber Incident" means any real or suspected adverse event that is likely to cause or causes an
offence or contravention, harm to critical functions and services across the public and private
sectors by impairing the confidentiality, integrity, or availability of electronic information,
systems, services or networks resulting in unauthorised access, denial of service or disruption,
unauthorised use of a computer resource, changes to data or information without authorisation; or
threatens public health or safety, undermines public confidence, have a negative effect on the
national economy, or diminishes the security posture of the nation;

“Information Security Management System” means a set of policies, processes and procedures to
establish, implement, operate, monitor, review, maintain and continually improve information
security and minimize the risks by developing, maintaining, implementing and reviewing the
adequate and appropriate security controls;

“Information Security Steering Committee” means the committee comprising higher
management officials of the organisation, responsible for continuously improving and
strengthening the cyber security posture of the Protected System and also plan, develop, review
remedial actions to mitigate and recover from malicious cyber incidents;

“IT Security Service Level Agreements” means the legally recognised Service Level Agreements
between the service providers and officials related to the “Protected System” for securing
information related to “Protected System”;

“National Critical Information Infrastructure Protection Centre” means the agency established
under sub-section (1) of section 70A of the Act;

“Organisation” means-

(i) Ministries or Departments of the Government of India, State Governments and Union
territories;

(i)  any agency of the Central Government, State Governments and Union territories;
(iii) any other entity having a ‘Protected System’.

“Protected System” means any computer, computer system or computer network of any
organisationas notified under section 70 of the Act, in the official gazette by appropriate
Government.

“Service Provider” means any authorised individual(s), Government organisation, Public Sector
Units(PSU), private agency, private company, partnership firm or any other body or agency
providing services for the smooth and continuous functioning of the ‘Protected System’.

All other words and expressions used and not defined in these rules but defined in the Act shall have the
meanings respectively assigned to them in the Act.

Information Security Practices and Procedures for “Protected System”.

(a)

(b)

The organisation having “Protected System” shall constitute an Information Security Steering
Committee under the chairmanship of Chief Executive Officer/Managing Director/Secretary of
the organisation.

The composition of Information Security Steering Committee(ISSC) shall be as under:
(i)  IT Head or equivalent;
(i)  Chief Information Security Officer (CISO);

(ii1)) Financial Advisor or equivalent;
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3)

(iv) Representative of National Critical Information Infrastructure Protection Centre (NCIIPC);

(v)  Any other expert(s) to be nominated by the organisation.

The Information Security Steering Committee (ISSC) shall be the apex body with roles and
responsibilities as follows: -

(a)

(b)

(©

(d)

(e)

®

All the Information Security Policies of the “Protected System “shall be approved by Information
Security Steering Committee.

Significant changes in network configuration impacting “Protected System” shall be approved by
the Information Security Steering Committee.

Each significant change in application(s) of the “Protected System” shall be approved by
Information Security Steering Committee.

A mechanism shall be established for timely communication of cyber incident(s) related to
“Protected System” to Information Security Steering Committee.

A mechanism shall be established to share the results of all information security audits and
compliance of “Protected System” to Information Security Steering Committee.

Assessment for validation of “Protected System” after every two years.

The organisation having “Protected System” shall

(a)

(b)

(©

(d)

(e

®

(2)

(h)

nominate an officer as Chief Information Security Officer (CISO) with roles and responsibilities
as per latest “Guidelines for Protection of Critical Information Infrastructure” and “Roles and
Responsibilities of Chief Information Security Officers (CISOs) of Critical Sectors in India”
released by NCIIPC;

plan, establish, implement, operate, monitor, review, maintain and continually improve
Information Security Management System (ISMS) of the “Protected System” as per latest
“Guidelines for Protection of Critical Information Infrastructure” released by the National
Critical Information Infrastructure Protection Centre or an industry accepted standard duly
approved by the said National Critical Information Infrastructure Protection Centre;

ensure that the network architecture of “Protected System” shall be documented. Further, the
organisation shall ensure that the “Protected System” is stable, resilient and scalable as per latest
National Critical Information Infrastructure Protection Centre “Guidelines for Protection of
Critical Information Infrastructure”. Any changes to network architecture shall be documented;

plan, develop, maintain the documentation of authorised personnel having access to “Protected
System” and the same shall be reviewed at least once a year, or whenever required, or according
to the Information Security Management System(ISMS) as suggested in clause(b);

plan, develop, maintain and review the documents of inventory of hardware and software related
to “Protected System”;

ensure that Vulnerability/Threat/Risk (V/T/R) Analysis for the cyber security architecture of
“Protected System” shall be carried out at least once a year. Further, Vulnerability/Threat/Risk
(V/T/R) Analysis shall be initiated whenever there is significant change or upgrade in the system,
under intimation to Information Security Steering Committee;

plan, establish, implement, operate, monitor, review, and continually improve Cyber Crisis
Management Plan (CCMP) in close coordination with National Critical Information
Infrastructure Protection Centre;

ensure conduct of internal and external Information Security audits periodically according to
Information Security Management System(ISMS) as suggested in clause (b). The Standard
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Operating Procedure (SOP) released by National Critical Information Infrastructure Protection
Centre (NCIIPC) for “Auditing of Clls/Protected Systems by Private/Government Organisation”
shall be strictly followed;

plan, develop, maintain and review documented process for IT Security Service Level
Agreements (SLAs). The same shall be strictly followed while designing the Service Level
Agreements with service providers;

establish a Cyber Security Operation Center (C-SOC) using tools and technologies to implement
preventive, detective and corrective controls to secure against advanced and emerging cyber
threats. In addition, Cyber Security Operation Center is to be utilised for identifying unauthorized
access to “Protected System”, and unusual and malicious activities on the “Protected System”, by
analyzing the logs on regular basis. The records of unauthorised access, unusual and malicious
activity, if any, shall be documented;

establish a Network Operation Center (NOC) using tools and techniques to manage control and
monitor the network(s) of “Protected System” for ensuring continuous network availability and
performance;

plan, develop, maintain and review the process of taking regular backup of logs of networking
devices, perimeter devices, communication devices, servers, systems and services supporting
“Protected System” and the logs shall be handled as per the Information Security Management
System(ISMS) as suggested in clause (b).

4. Roles and Responsibilities of ‘Protected System(s)” towards National Critical Information
Infrastructure Protection Centre:-

(1)  The Chief Information Security Officer (CISO) shall maintain regular contact with the National Critical
Information Infrastructure Protection Centre(NCIIPC) and will be responsible for implementing the
security measures suggested by the saidNational Critical Information Infrastructure Protection
Centre(NCIIPC) using all available or appropriate ways of communication.

(2)  The Chief Information Security Officer (CISO) shall share the following, whenever there is any change,
or as required by the National Critical Information Infrastructure Protection Centre (NCIIPC), and
incorporate the inputs/feedbacks suggested by the said National Critical Information Infrastructure
Protection Centre (NCIIPC):-

(a)

(b)
()
(d)
(e)
()
€

(h)
®
)
3 @

Details of Critical Information Infrastructure (CI)declared as “Protected System”, including
dependencies on and of the saidCritical Information Infrastructure.

Details of Information Security Steering Committee (ISSC) of “Protected System”.
Information Security Management System (ISMS) of “Protected System”.
Network Architecture of “Protected System”.

Authorised personnel having access to “Protected System”.

Inventory of Hardware and Software related to “Protected System”.

Details of Vulnerability/Threat/Risk (V/T/R) Analysis for the cyber security architecture of
“Protected System”.

Cyber Crisis Management Plan(CCMP).
Information Security Audit Reports and post Audit Compliance Reports of “Protected System”.
IT Security Service Level Agreements (SLAs) of “Protected System”.

The Chief Information Security Officer (CISO) shall establish a process, in consultation with the
National Critical Information Infrastructure Protection Centre (NCIIPC), for sharing of logs of
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“)

(b)

(a)

(b)

“Protected System” with National Critical Information Infrastructure Protection Centre (NCIIPC)
to help detect anomalies and generate threat intelligence on real time basis.

The Chief Information Security Officer shall also establish a process of sharing documented
records of Cyber Security Operation Center (related to unauthorised access, unusual and
malicious activity) of “Protected System” with National Critical Information Infrastructure
Protection Centre(NCIIPC) to facilitate issue of guidelines, advisories and vulnerability, audit
notes etc. relating to “Protected System”.

The Chief Information Security Officer (CISO) shall establish a process in consultation with
National Critical Information Infrastructure Protection Centre (NCIIPC), for timely
communication of cyber incident(s) on “Protected System” to the said National Critical
Information Infrastructure Protection Centre (NCIIPC).

In addition, National Critical Information Infrastructure Protection Centre’s latest Standard
Operating Procedure (SOP) on Incident Response shall be strictly followed in case of cyber
incident(s) on “Protected System”.

[No. 1(4)/2016-CLFE]
S. GOPALAKRISHNAN, Jy. Secy.
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